


Passwords – Should be strong and 
unique. The MOST common 
password are:

Password, 123456, your pets name 
or your child’s name.

Most popular place to hide a  
password – under the keyboard.



Cick Smart -Many of today’s online threats 
are based on phishing or social engineering. 
This is when you are tricked into revealing 
personal or sensitive information for 
fraudulent purposes. Spam email, phony 
“free” offers, click bait, online quizzes all use 
these tactics to entice you to click on 
dangerous links or give up your personal 
information.  Always be wary of offers that 
sound too good to be true, or ask for too 
much information.



DON’T SHARE –Personal Information
unless you are SURE it is secure.



Practice Safe Surfing & Shopping. 
When shopping online, or visiting websites 

for online banking or other sensitive transactions, 
always make sure that the site’s address starts 

with “https”, instead of just “http”, and has a padlock 
icon in the URL field. This indicates that the website
is secure and uses encryption to scramble your data 
so it can’t be intercepted by others. Also, be on the 
lookout for websites that have misspellings or bad

grammar in their addresses.

.



Ransomware



Ransomware is a type of malicious
software from cyberspace that 
threatens to publish the victim's 
data or block access to it unless a 
ransom is paid.

Government Agencies are BIG 
Targets.



phishing



phish·ing
ˈfiSHiNG/
noun
noun: phishing
the fraudulent practice of sending emails
purporting to be from reputable companies 
in order to induce individuals to reveal 
personal information, such as passwords 
and credit card numbers.





SMiShing is a security attack in which the user 
is tricked into downloading a Trojan horse, 
virus or other malware onto his cellular phone
or other mobile device.

SMiShing is short for "SMS phishing.“

SMS stands for Short Message Service, 
which is the formal name for text messaging.
It's a way to send short, text-only messages 
from one phone to another.





Cookies are small files which are stored on a user's 
computer. They are designed to hold a modest
amount of data specific to a particular client and 
website, and can be accessed either by the web server
or the client computer.

A website might also use cookies to keep a record of 
your most recent visit or to record your login 
information. Many people find this useful so that they 
can store passwords on frequently used sites, or 
simply so they know what they have visited or 
downloaded in the past.





A computer worm is a standalone malware 
computer program that replicates itself in 
order to spread to other computers. Often, 
it uses a computer network to spread itself, 
relying on security failures on the target 
computer to access it. Worms almost always 
cause at least some harm to the network, 
even if only by consuming bandwidth, 
whereas viruses almost always corrupt or 
modify files on a targeted computer. 





In computing, a Trojan horse, or Trojan, 
is any malicious computer program 
which misleads users of its true intent. 
The term is derived from the Ancient 
Greek story of the deceptive wooden 
horse that led to the fall of the city of 
Troy





A computer virus is a type of 
malicious software  that, when 
executed, replicates itself by 
modifying other computer programs 
and inserting its own code. When this 
replication succeeds, the affected 
areas are then said to be "infected" 
with a computer virus.





Malware has a malicious intent, 
acting against the interest of the 
computer user.





Spyware is software that aims to gather 
information  about a person or organization 
sometimes without  their knowledge, that 
may send such information to another 
entity without the consumer's consent, that 
asserts control over a device without the 
consumer‘s knowledge, or it may send such 
information to another  entity with the 
consumer's consent, through cookies.

Often used to spy on spouse or children.





HTTP VS HTTPS. Hyper Text Transfer 
Protocol Secure (HTTPS) is the secure 
version of HTTP, the protocol over which 
data is sent between your browser and 
the website that you are connected to. 
The 'S' at the end of HTTPS stands for 
'Secure'. It means all communications 
between your browser and the website 
are encrypted.

https://www.snopes.com/computer/internet/https.asp











Best 

Medical

Websites



WebMD One of the most popular and trusted sources 
you can find medical information online is through 
WebMD. It's a one-stop medical information site with 
loads of information. Their Symptom Checker is just 
one reason it sits at the top of this list. Fill out basic 
information like your gender and age, and then use the 
body map to pick where on your body the symptoms 
are occurring. From there, you get to see any possible 
conditions that are causing those symptoms. WebMD 
also has lots of interesting interactive calculators, 
quizzes, and other fun stuff to help you understand 
medical information a bit more easily. On top of those 
is the Living Healthy page full of healthy recipes, a 
food planner, and more.



PubMed is a really, really extensive medical search 
engine/database that's a service of the National 
Library of Medicine. Over 20 million MEDLINE articles 
and journal citations are available here to search 
through. PubMed is a website that lots of scientific 
articles.
Depending on what you're reading, you can view an 
abstract or full-text version of the article, and some are 
even available for purchase.

PubMed also has how-to guides in categories to help 
you find exactly what you're looking for.

https://www.nlm.nih.gov/


Healthline has several really interesting tools 
and resources that you can use for free at any 
time, and the categories through which you can 
browse the articles are really easy to 
understand.

Some of Healthline's unique features include its 
physician-filtered results, health news, 
symptom checker, "The Human Body" guide, pill 
identifier, and diabetes blog



HealthFinder This is a great medical and health 
information site put together by the US 
Department of Health and Human Services. You 
can browse through hundreds of health-related 
organizations, and the search process is extremely 
user-friendly and relevant. 

There are over 120 health topics you can browse 
through. 

The myhealthfinder tool asks you your gender and 
age and then gives you information about what 
doctors recommend for someone that fits that 
description.

https://healthfinder.gov/


https://www.mayoclinic.org/

https://my.clevelandclinic.org/

https://www.hopkinsmedicine.org/



The American Autoimmune Related Association 
(AARDA) has announced a new center to send 
autoimmune patients for accurate diagnosis and 
proper treatment. 

It is the Autoimmunity Institute with its hub at 
West Penn Hospital in Pittsburgh, Pennsylvania.

A dozen specialties will care for patients with any 
of the more than 100 autoimmune diseases.

For more info go to 

https://www.aarda.org/





https://www.myositis.org





https://www.myositis.org/







One of the greatest sections of the TMA website, you are not alone.
When you found out you had Myositis, most people have not even 
heard of Myositis. Many Doctors have never treated Myositis. 
It takes an average of three years to get a Diagnosis.





You have 
To be your
OWN 
Advocate!
Make your 
VOICE HEARD.




